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The article shows the impact of innovative-information security on the economic security

of the region. The main risks and problems that have a negative impact on the economic

security of the region are analyzed. The necessity to observe the principle of interdependence

and interaction of innovation security and information security within the framework of a

complex regional economic policy has been proved. The necessity of detailed diagnostics

of the state of the regional economy, macroenvironment, innovation ability of the enterprises

of the region using the system approach and system analysis is shown. A conceptual

approach to the definition of innovative-information security of the economic complex of

the region is proposed, taking into account the analysis of threats to information security

of the development of innovative activity in the form of nine elements of the block

diagram: identification and classification of threats to the innovative-information security

of the region; the formation of a system for monitoring the innovative-information security

of the region; substantiation of the system of indicators and information base for the

process of diagnostics of innovative-information security of the region; pre-planned research

of the state of innovation activity and the level of providing innovation and information

security (by component –  innovation) of the region; development of the program of

diagnostics of innovative-information security of the region; conducting economic and

statistical analysis on the components of innovation and information security of the region;

conducting situational and strategic analysis on the situation of innovative-information

security of the region; quantitative assessment of the state of innovative-information security

and determination of preventive measures; development of program-targeted measures to

neutralize threats to the innovative-information security of the region. Formation of the

current innovative-information policy of the region is based on the principles of

interdependence and interaction of innovation security and information security. Measures

have been developed to ensure innovative-information security of the region.
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Problem statement

During the transformation period, the
Ukrainian state must implement a set of measures
to remove the economy from the crisis, which will
guarantee the economic security of the individual
region and the country as a whole. These measures
need to be implemented in all areas of the economy.
In determining the specific tools and mechanisms
for ensuring the economic security of the region

(ESR), it is necessary to take into account the
formulated threats to economic security (including
its major components), and to take into account the
short- or long-term nature of these threats and their
potential for prevention in the given period. One of
the important components of the economic security
of the region is information security, which is
beginning to play an increasingly important role and
affect the economic security of the region.



62 ISSN 2415-3974. Åêîíîì³÷íèé â³ñíèê ÄÂÍÇ ÓÄÕÒÓ, 2020, ¹ 1(11)

Dubnytskyi V.I., Naumenko N.Yu., Ovcharenko O.V., Pysarkova V.R.

From this point of view, increasing the influence
of local authorities and regionalization of decision-
making mechanisms to prevent economic panic are
of paramount importance. To solve this problem, it
is important to develop a conceptual approach to
innovative-information security of the economic
complex of the region.

Statement of the main material

Taking into account that, as a whole, the ESR
is a collection of the current state of languages and
factors that reflect the stability, stability and gradual
development of the territory’s economy, a certain
independence and integration with the state’s
economy, it is essentially expressed in:

– opportunities to implement their own
economic policies aimed at realizing the economic
interests of the region, but within the limits of
national interests and current legislation;

– the ability to carry out major economic events
(in the fields of society, resource support, regional
infrastructure, industrial production, innovative-
information security, demographics, etc.) for urgent
socio-economic, socio-environmental emergencies
in the region;

– an opportunity to maintain (on a balanced
basis) the conformity of valid economic standards
in the region, which would provide the necessary
standard and quality of life for the population;

– the ability to respond to severe geopolitical
changes in the country and the world, including in
the field of innovative-information security.

Nowadays, all  regions of Ukraine are
experiencing a number of complex and acute
problems of economic, ethical, environmental, and
other. Among the regional aspects, the following
strategic issues are important:

– uneven development;
– depressed areas;
– formation of points of innovative growth;
– lack of balance of the infrastructure complex,

that is the presence of asymmetry factor;
– low level of self-sufficiency potential of the

region;
– failure to achieve the required efficiency of

decentralization processes;
– lack of proper level of innovation and

information security;
– the presence of external threats to the ESR,

including foreign currency outflows, displacement
from foreign markets, degradation of the
environment, reduced exports of high-tech products,
that is, reduced foreign exchange earnings and the
ability to upgrade machinery and equipment.

It should also be noted that there are threats
throughout the ESR, based on the so-called regional
monopoly in the production of the most important
products that reinforce current trends. In Ukraine,

the monopoly market with a high level of stability of
technological and economic ties is characterized by
electricity, coal, oil and gas supply. Social and
information tensions are also a powerful factor in
reducing security at the regional level; the presence
of socio-environmental crises that reduce the
economic potential of the regions.

Such centers of social tension include:
– dangerously concentrated regions below the

poverty line;
– regions and cities - potential centers with

too high unemployment;
– cells of interethnic tension;
– areas of forced immigration from other

countries;
– deterioration of economic and social

conditions in large industrial centers, which causes
increased social tensions.

Against this backdrop, the role of an important
component of the EDB – information security,
including innovation and information security – is
growing. The development of parameters and criteria
for information security of the region should be based
on the following basic principles: complexity,
systematic, interdependent, variability, risk
acceptability, in the context of the impact of
information on the social environment of the regional
space.

A generic indicator (criterion) of regional
security, in terms of the components of the ESR, is
the sufficient ability of a particular region’s economy
to function in the context of enhanced reproduction
within the global economy. The basic principle of
the ESR is the thresholds of indicators, that is limit
values, beyond which destructive unregulated
processes occur and the region’s economy operates
in an extreme mode. The following regional security
thresholds can be identified:

– total production, GDP per capita;
– the level and quality of life of the region’s

population;
– demographic status of the region (fertility,

mortality, natural increase, life expectancy, etc.);
– employment of the population and its

dynamics by major economic regions, age and social
groups;

– state of the financial and budgetary and credit
system;

– the level of development of market relations,
ownership structure, social activity of the population;

– the level of balance of regional infrastructure;
– innovative activity of industrial and

infrastructural complexes of the region.
The threshold values of the indicators should

be determined taking into account the specific stages
of economic development and the characteristics of
the region.
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Within the framework of a complex regional
economic policy, a necessary element of the
formation of the current innovative-information
policy of the region is observance of the principle of
interdependence and interaction of innovation
security and information security. There is a clear
need for innovation security of the regional industrial
complex, combined with the protection of the
innovation-intellectual and economic interests of the
subjects of the complex in the conditions of
information space. The objective of this principle,
first of all, is to determine the degree of security
threats to its level, the impact of the causes of their
emergence, identify the possibilities and ways of their
neutralization and assess the potential impact of
information flows on the protection of innovation
and intellectual security, including through the
complex of operational measures of inadmissibility
of excessive damage to innovative activity of subjects
of economic complex of the region.

These tasks can be solved on the basis of detailed
diagnostics of the state of the regional economy,
macro environment, innovative ability of the
enterprises of the region using the methods of system
approach and system analysis. The first allows to
cover the range of issues of innovative development
of the region in combination with the provision of
innovative-information security, and the second –
provides a comprehensive and interconnected logical
and mathematical consideration of this development
within the regional information space.

On the basis of the received information, taking
into account the analysis of threats to the information
security of the development of innovative activity, a
conceptual approach to the innovative-information
security of the economic complex of the region is
developed, which in a practical aspect is a system of
the following provisions:

– identification of the problem to be addressed
(compliance with the Sustainable Development
Strategy of Ukraine and its Regions – 2020 and
2030);

– term of conceptual approach implementation;
– the purpose of the conceptual approach

(enhancing the effectiveness of reforms to improve
the innovative development of industrial and in
general economic production in the region, including
the achievement of the objectives of ensuring the
innovation and information security of the region);

– ways of implementing the conceptual
approach (own capabilities of the region, assistance
of the center, attraction of international assistance);

– expected results of conceptual approach
implementation (implementation of EU standards);
improving the quality of the innovation process and
increasing the number of innovation-active industries;
providing updates on the new high-tech basis of the

region’s innovation system; creating the necessary
level of innovative-information security within the
regional and national information space;

– financial support;
– implementation of monitoring mechanisms

for development, production and marketing of
innovations;

– evaluation of the effectiveness of the proposed
measures.

Figure presents a conceptual approach to
defining the region’s innovative-information security
as nine elements of a block diagram.

Block I: identification and classification of
threats to the innovative-information security of the
region within the information regional space (the
criteria for innovative-information security should
include the determination of the reliability of the
economic (industrial) system of the region, the level
of protection of the regional innovative-information
space, ways to implement innovative development,
the ability to neutralize development, excitatory
effects, dynamics of accumulation of threats,
appropriate reactions to excitatory effects).

Block II: formation of a monitoring system for
innovative-information security of the region. It
defines the objects of direct influence (which the
system can influence) and the objects of indirect
influence (which aren’t a direct characteristic of
innovation, they determine the additional
opportunities and threats that accompany them –
energy supply, ecology, etc.). The objects of the
monitoring system in the region are, first of all, the
objects of innovation and information activity, which
prove, within the regional information space,
scientific and technological achievements in practical
implementation.

Also, monitoring objects should include:
innovation risk objects, investment objects,
integration activities, information space objects,
organizational and legal entities. In the case of
integration activities, in our opinion, it is necessary
to distinguish the following levels of integration:
cross-sectoral, inter-regional, business and
international.

Block ²²²: justification of the system of
indicators and information base for the process of
diagnostics of innovative-information security of the
region. The following conditions must be taken into
account when designing a system of indicators: it
must correspond to the list of threats to the
innovative-information security of the region; include
only the required metrics that are calculated
promptly; related to the general system of diagnostics
of the economic complex of the region.

In our opinion, it is possible to divide the whole
set of indicators into two types: 1 – criteria, that
will reflect the tendencies of the state of innovative-
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information security of the region; 2 – indicative,
reflecting the direct impact on the innovation process
within the information space of the region and
beyond the state.

Block IV: pre-planned study of the state of
innovation activity and the level of providing
innovative-information security of the region. This
block includes modeling of different scenarios of
innovative development of the region.

Block V: formation of the program of
diagnostics of innovative-information security of the
economic and industrial complex of the region. Such
a program in its general form should include the
following components: determination of the general
nature of threats to the innovative-information
security of the region, characteristics of monitoring
objects, aggregated monitoring objects, information
system, presentation of the state of innovative-
information security of the region in accessible
qualitative and quantitative estimates.

Block VI: conducting a statistical analysis on
each component of the region’s innovative-
information security.

Block VII: conducting situational and strategic
analysis on the situation of innovative-information
security of the region.

Block VIII: quantitative assessment of the state
of innovative-information security of industrial
production in the region, qualitative assessment of

Conceptual approach to the definition of innovative-

information security of the region

the state of the information space of the region and
the adoption of preventive and preventive measures.

Block IX: development of program-targeted
measures to neutralize threats to the innovative-
information security of the region and further its
sustainable innovative development.

The state of regional economic security, by an
important component of the region’s innovation and
information security, is influenced by many different
factors that either hinder or contribute to security.
If the influence of factors is incorrectly or timely
regulated, its transition from a relatively manageable
state to a new, destabilizing and often unpredictable
one is considered as a threat to the region’s innovation
and information security and economic security.
Consequently, any unmanageable factor or timely
unregulated and influential condition of the region’s
basic economic security components, including the
region’s innovative-information security, could be
jeopardized.

The threat to the economic security component
of the region, the innovative-information security of
the region, should be understood as a set of conditions
and factors, phenomena and processes that occur in
the internal and external environment of the
information space, which leads to undesirable
changes in the state of innovation activity, while
creating direct or indirect the risk of damage to the
vital economic interests of the region, its
competitiveness and investment attractiveness due
to the formation of conditions of scientific and
technological development the establishment of the
economic complex of the region.

Timely intervention in the development of
factors should lead to the prevention of crises in the
context of scientific and technological development
of the region, which is the most favorable
development of events. If the factor has become a
security risk, then it is necessary to minimize the
possible damage. Measures to ensure the innovative-
information security of the region should be
implemented in the following sequence:

– identification and classification of factors that
influence the state of innovative-information security
of the region and as a consequence of the economic
security of the region;

– identification of the threat if this factor of
innovative-information security of the region is out
of control, including under the influence of external
threats to the information space of the region, the
state and the global economy;

– development of measures, using economic
and mathematical modeling tools, to prevent the
consequences of the factor of innovation and
information security of the region;

– implementation of the measures taken,
including through the formation of a mechanism for
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innovative-information security of the region and
the implementation of systematic monitoring. At the
same time, one of the main tasks of the management
system in the area of innovative-information security
of the region is to identify and assess the existing
and potential challenges and threats to the innovative-
information security of the region and the overall
economic security of the region. To do this, the
quantitative parameters of indicators and thresholds
should be determined based on the indicator for
assessing the state of innovative-information security
of the region established in the region. Thresholds
are limit values of indicators of innovative-
information security of the region, breach (increase
or decrease) of which creates a threat to innovation
and information security of the region. It is the
establishment and systematic effective control over
the achievement and compliance with the thresholds
that is an important function of the innovative-
information security management system of the
region.

However, it should be borne in mind that
ensuring the innovative-information security of the
regions of Ukraine is a function of their respective
authorities. Of course, in the necessary cases to solve
complex issues of joint management, etc. relevant
national authorities, the Ministry of Education and
Science of Ukraine, the National Academy of
Science of Ukraine in the field of creating conditions
for the development of science in the country, as
well as the media of the national information space
are connected.

Conclusions

Countries, their regions, which can’t provide
their own information security, become
uncompetitive and, as a consequence, can’t
participate in the fight for the division of markets
and resources. It is the provision of innovative-
information security that has a great impact on the
economic security of the region. It is indisputable
that in every developed country, as well as in its
regions, there must be a system of information
security, and the functions and powers of the relevant
public authorities should be enshrined in law.

The proposed conceptual approach to the
definition of innovative-information security of the
region provides an idea of the system of information
and innovation security of the region, outlines the
stages of monitoring and diagnostics of the state of
innovative-information security of the region and
measures to ensure the innovative-information
security of the region.
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ÊÎÍÖÅÏÒÓÀËÜÍÈÉ Ï²ÄÕ²Ä ÄÎ ÂÈÇÍÀ×ÅÍÍß
²ÍÍÎÂÀÖ²ÉÍÎ-²ÍÔÎÐÌÀÖ²ÉÍÎ¯ ÁÅÇÏÅÊÈ
ÐÅÃ²ÎÍÓ

Äóáíèöüêèé Â.²., Íàóìåíêî Í.Þ., Îâ÷àðåíêî Î.Â.,
Ïèñàðüêîâà Â.Ð.

Â ñòàò³ ïîêàçàíî âïëèâ ³ííîâàö³éíî-³íôîðìàö³éíî¿ áåç-
ïåêè íà ñòàí åêîíîì³÷íî¿ áåçïåêè ðåã³îíó. Ïðîàíàë³çîâàíî îñ-
íîâí³ ðèçèêè òà ïðîáëåìè, ÿê³ çä³éñíþþòü íåãàòèâíèé âïëèâ
íà ñòàí åêîíîì³÷íî¿ áåçïåêè ðåã³îíó. Äîâåäåíî íåîáõ³äí³ñòü
äîòðèìàííÿ ïðèíöèïó âçàºìîçàëåæíîñò³ òà âçàºìîä³¿ ³ííîâà-
ö³éíî¿ áåçïåêè òà ³íôîðìàö³éíî¿ áåçïåêè â ìåæàõ êîìïëåêñíî¿
ðåã³îíàëüíî¿ åêîíîì³÷íî¿ ïîë³òèêè. Ïîêàçàíî íåîáõ³äí³ñòü
çä³éñíåííÿ äåòàëüíî¿ ä³àãíîñòèêè ñòàíó ðåã³îíàëüíî¿ åêîíîì³-
êè, ìàêðîîòî÷åííÿ, ³ííîâàö³éíî¿ çäàòíîñò³ ï³äïðèºìñòâ ðåã³-
îíó ç âèêîðèñòàííÿì ñèñòåìíîãî ï³äõîäó òà ñèñòåìíîãî àíàë³-
çó. Çàïðîïîíîâàíî êîíöåïòóàëüíèé ï³äõ³ä äî âèçíà÷åííÿ ³ííî-
âàö³éíî-³íôîðìàö³éíî¿ áåçïåêè ãîñïîäàðñüêîãî êîìïëåêñó ðåã³-
îíó ç óðàõóâàííÿì àíàë³çó çàãðîç ³íôîðìàö³éíî¿ áåçïåêè ðîç-
âèòêó ³ííîâàö³éíî¿ ä³ÿëüíîñò³ ó âèãëÿä³ äåâ’ÿòè åëåìåíò³â áëî-
÷íî¿ ñõåìè: âèçíà÷åííÿ òà êëàñèô³êàö³ÿ çàãðîç ³ííîâàö³éíî-
³íôîðìàö³éíî¿ áåçïåêè ðåã³îíó; ôîðìóâàííÿ ñèñòåìè ìîí³òî-
ðèíãó ³ííîâàö³éíî-³íôîðìàö³éíî¿ áåçïåêè ðåã³îíó; îá´ðóíòóâàí-
íÿ ñèñòåìè ïîêàçíèê³â òà ³íôîðìàö³éíî¿ áàçè äëÿ ïðîöåñó ä³àã-
íîñòèêè ³ííîâàö³éíî-³íôîðìàö³éíî¿ áåçïåêè ðåã³îíó; ïåðåäïëà-
íîâå äîñë³äæåííÿ ñòàíó ³ííîâàö³éíî¿ ä³ÿëüíîñò³ òà ð³âíÿ çà-
áåçïå÷åííÿ ³ííîâàö³éíî-³íôîðìàö³éíî¿ áåçïåêè (çà êîìïîíåíòîþ
– ³ííîâàö³ÿ) ðåã³îíó; ôîðìóâàííÿ ïðîãðàìè ä³àãíîñòèêè ³ííî-
âàö³éíî-³íôîðìàö³éíî¿ áåçïåêè ðåã³îíó; âèêîíàííÿ åêîíîì³êî-
ñòàòèñòè÷íîãî àíàë³çó çà ñêëàäîâèìè êîìïîíåíòàìè ³ííîâà-
ö³éíî-³íôîðìàö³éíî¿ áåçïåêè ðåã³îíó; âèêîíàííÿ ñèòóàö³éíîãî
òà ñòðàòåã³÷íîãî àíàë³çó ç ñèòóàö³¿ ³ííîâàö³éíî-³íôîðìàö³é-
íî¿ áåçïåêè ðåã³îíó; ê³ëüê³ñíå îö³íþâàííÿ ñòàíó ³ííîâàö³éíî-
³íôîðìàö³éíî¿ áåçïåêè òà âèçíà÷åííÿ ïðîô³ëàêòè÷íèõ çàõîä³â;
ðîçðîáêà ïðîãðàìíî-ö³ëüîâèõ çàõîä³â ùîäî íåéòðàë³çàö³¿ çàãðîç
³ííîâàö³éíî-³íôîðìàö³éíî¿ áåçïåêè ðåã³îíó. Ôîðìóâàííÿ ä³þ÷î¿
³ííîâàö³éíî-³íôîðìàö³éíî¿ ïîë³òèêè ðåã³îíó áàçóºòüñÿ íà ïðèí-
öèïàõ âçàºìîçàëåæíîñò³ òà âçàºìîä³¿ ³ííîâàö³éíî¿ áåçïåêè òà
³íôîðìàö³éíî¿ áåçïåêè. Ðîçðîáëåíî çàõîäè ùîäî çàáåçïå÷åííÿ
³ííîâàö³éíî-³íôîðìàö³éíî¿ áåçïåêè ðåã³îíó.

Êëþ÷îâ³ ñëîâà: ³íôîðìàö³éíî-³ííîâàö³éíà áåçïåêà,
åêîíîì³÷íà áåçïåêà, ðåã³îí, ä³àãíîñòèêà, ïîðîãîâ³ çíà÷åííÿ,
êîíöåïòóàëüíèé ï³äõ³ä.

ÊÎÍÖÅÏÒÓÀËÜÍÛÉ ÏÎÄÕÎÄ Ê ÎÏÐÅÄÅËÅÍÈÞ
ÈÍÍÎÂÀÖÈÎÍÍÎ-ÈÍÔÎÐÌÀÖÈÎÍÍÎÉ
ÁÅÇÎÏÀÑÍÎÑÒÈ ÐÅÃÈÎÍÀ

Äóáíèöêèé Â.È., Íàóìåíêî Í.Þ., Îâ÷àðåíêî Î.Â.,
Ïèñàðüêîâà Â.Ð.

Â ñòàòüå ïîêàçàíî âëèÿíèå èííîâàöèîííî-èíôîðìàöè-
îííîé áåçîïàñíîñòè íà ñîñòîÿíèå ýêîíîìè÷åñêîé áåçîïàñíîñòè
ðåãèîíà. Ïðîàíàëèçèðîâàíû îñíîâíûå ðèñêè è ïðîáëåìû, êîòî-
ðûå îêàçûâàþò íåãàòèâíîå âëèÿíèå íà ñîñòîÿíèå ýêîíîìè÷åñ-
êîé áåçîïàñíîñòè ðåãèîíà. Äîêàçàíà íåîáõîäèìîñòü ñîáëþäå-
íèÿ ïðèíöèïà âçàèìîçàâèñèìîñòè è âçàèìîäåéñòâèÿ èííîâàöè-
îííîé áåçîïàñíîñòè è èíôîðìàöèîííîé áåçîïàñíîñòè â ðàìêàõ
êîìïëåêñíîé ðåãèîíàëüíîé ýêîíîìè÷åñêîé ïîëèòèêè. Ïîêàçàíà
íåîáõîäèìîñòü ïðîâåäåíèÿ äåòàëüíîé äèàãíîñòèêè ñîñòîÿíèÿ
ðåãèîíàëüíîé ýêîíîìèêè, ìàêðîîêðóæåíèÿ, èííîâàöèîííîé ñïî-
ñîáíîñòè ïðåäïðèÿòèé ðåãèîíà ñ èñïîëüçîâàíèåì ñèñòåìíîãî
ïîäõîäà è ñèñòåìíîãî àíàëèçà. Ïðåäëîæåí êîíöåïòóàëüíûé
ïîäõîä ê îïðåäåëåíèþ èííîâàöèîííî-èíôîðìàöèîííîé áåçîïàñ-
íîñòè õîçÿéñòâåííîãî êîìïëåêñà ðåãèîíà íà îñíîâå àíàëèçà óãðîç
èíôîðìàöèîííîé áåçîïàñíîñòè ðàçâèòèÿ èííîâàöèîííîé äåÿ-
òåëüíîñòè â âèäå äåâÿòè ýëåìåíòîâ áëî÷íîé ñõåìû: îïðåäåëå-
íèå è êëàññèôèêàöèÿ óãðîç èííîâàöèîííî-èíôîðìàöèîííîé áå-
çîïàñíîñòè ðåãèîíà; ôîðìèðîâàíèå ñèñòåìû ìîíèòîðèíãà èí-
íîâàöèîííî-èíôîðìàöèîííîé áåçîïàñíîñòè ðåãèîíà; îáîñíîâà-
íèå ñèñòåìû ïîêàçàòåëåé è èíôîðìàöèîííîé áàçû äëÿ ïðîöåñ-
ñà äèàãíîñòèêè èííîâàöèîííî-èíôîðìàöèîííîé áåçîïàñíîñòè
ðåãèîíà; ïðåäïëàíîâîå èññëåäîâàíèå ñîñòîÿíèÿ èííîâàöèîííîé
äåÿòåëüíîñòè è óðîâíÿ îáåñïå÷åíèÿ èííîâàöèîííî-èíôîðìàöè-
îííîé áåçîïàñíîñòè (ïî êîìïîíåíòó – èííîâàöèÿ) ðåãèîíà;
ôîðìèðîâàíèå ïðîãðàììû äèàãíîñòèêè èííîâàöèîííî-èíôîðìà-
öèîííîé áåçîïàñíîñòè ðåãèîíà; ïðîâåäåíèå ýêîíîìèêî-ñòàòè-
ñòè÷åñêîãî àíàëèçà ïî ñîñòàâëÿþùèì êîìïîíåíòàì èííîâàöè-
îííî-èíôîðìàöèîííîé áåçîïàñíîñòè ðåãèîíà; ïðîâåäåíèå ñèòó-
àöèîííîãî è ñòðàòåãè÷åñêîãî àíàëèçà ïî ñèòóàöèè èííîâàöè-
îííî-èíôîðìàöèîííîé áåçîïàñíîñòè ðåãèîíà; êîëè÷åñòâåííàÿ
îöåíêà ñîñòîÿíèÿ èííîâàöèîííî-èíôîðìàöèîííîé áåçîïàñíîñ-
òè è îïðåäåëåíèå ïðîôèëàêòè÷åñêèõ ìåðîïðèÿòèé; ðàçðàáîò-
êà ïðîãðàììíî-öåëåâûõ ìåðîïðèÿòèé ïî íåéòðàëèçàöèè óãðîç
èííîâàöèîííî-èíôîðìàöèîííîé áåçîïàñíîñòè ðåãèîíà. Ôîðìè-
ðîâàíèå äåéñòâóþùåé èííîâàöèîííî-èíôîðìàöèîííîé ïîëèòè-
êè ðåãèîíà áàçèðóåòñÿ íà ïðèíöèïàõ âçàèìîçàâèñèìîñòè è âçà-
èìîäåéñòâèÿ èííîâàöèîííîé áåçîïàñíîñòè è èíôîðìàöèîííîé
áåçîïàñíîñòè. Ðàçðàáîòàíû ìåðîïðèÿòèÿ ïî îáåñïå÷åíèþ èí-
íîâàöèîííî-èíôîðìàöèîííîé áåçîïàñíîñòè ðåãèîíà.
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The article shows the impact of innovative-information security
on the economic security of the region. The main risks and problems
that have a negative impact on the economic security of the region
are analyzed. The necessity to observe the principle of interdependence
and interaction of innovation security and information security within
the framework of a complex regional economic policy has been proved.
The necessity of detailed diagnostics of the state of the regional
economy, macroenvironment, innovation ability of the enterprises of
the region using the system approach and system analysis is shown.
A conceptual approach to the definition of innovative-information
security of the economic complex of the region is proposed, taking
into account the analysis of threats to information security of the
development of innovative activity in the form of nine elements of the
block diagram: identification and classification of threats to the
innovative-information security of the region; the formation of a
system for monitoring the innovative-information security of the region;
substantiation of the system of indicators and information base for
the process of diagnostics of innovative-information security of the
region; pre-planned research of the state of innovation activity and
the level of providing innovation and information security (by
component –  innovation) of the region; development of the program
of diagnostics of innovative-information security of the region;
conducting economic and statistical analysis on the components of
innovation and information security of the region; conducting
situational and strategic analysis on the situation of innovative-
information security of the region; quantitative assessment of the
state of innovative-information security and determination of
preventive measures; development of program-targeted measures to
neutralize threats to the innovative-information security of the region.
Formation of the current innovative-information policy of the region
is based on the principles of interdependence and interaction of
innovation security and information security. Measures have been
developed to ensure innovative-information security of the region.
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