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The article points out that the dynamic changes of the modern business environment and
the functioning of companies under uncertainty create such a complex phenomenon as
risks. It is noted that many Ukrainian companies currently use only a fragmented risk
management system, which does not allow them to be promptly monitored and to take
measures to prevent or minimize them in a timely manner. It is emphasized that foreign
companies are successfully applying a new model of risk management — a system of
compliance control, the peculiarity of which is that risk management is comprehensive
and coordinated throughout the company. The need for companies to create a system of
compliance control aimed at bias and / or minimization compliance risks is emphasized.
The absence of common approaches to the interpretation of the concept of “compliance
risk” is emphasized. The diversity of interpretation of the concept of “compliance risk” is
unified and scientific thesaurus is supplemented by the author’s definition of a functional
approach, by which a compliance category should be understood as an economic category,
which, in the context of uncertainty and conflict, reflects the peculiarities of perceptions
of stakeholders of economic relations, burdened with possible threats and unused
opportunities. The types of companies’ compliance risks are considered and their impact
on the performance of the companies is briefly described. The feasibility of introducing a
system of compliance control is substantiated and proposed for decision making on its
formation and implementation of Roadmap of a compliance control system. Each of the
stages of formation and implementation by the companies of the compliance control
system is described. The model of the system of compliance control of the company is
recommended. It is proved that the implementation of the submitted proposals and
recommendations will ensure the effective management of the company’s compliance
risks, promote their bias and optimization.
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Introduction and statement of the problem

The dynamic changes of the modern business
environment and the functioning of companies under
uncertainty create such complex phenomenon as
risks. Currently, many Ukrainian companies only
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use a fragmented risk management system that does
not allow them to be tracked promptly and to take
measures to prevent or minimize them in a timely
manner. Foreign companies are successfully applying
a new model of risk management — a system of
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compliance control, the feature of which is that risk
management is comprehensive and coordinated
throughout the company.

At present, the company’s global experience
in managing risk through compliance control system
is summarized in a series of international standards
ISO Guide 73: 2009 Risk management — Vocabulary,
ISO 31000: 2009 Risk management — Principles and
guidelines; ISO 31010: 2009 Risk management —
Risk assessment techniques, ISO 37001 Anti-
corruption management systems, ISO 37001: 2016
Anti-corruption management, implemented in
domestic practice by introducing analogues of SSU
ISO Guide 73: 2013 “Risk management. Glossary
of Terms”, SSU ISO / IEC31010: 2013 “Risk
Management. General Risk Assessment Methods”,
DSTU ISO 31000: 2018 “Risk Management.
Principles and Guidelines”, as well as the adoption
of the Law of Ukraine in 2011 “On the Principles of
Prevention and Combating Corruption” [1], which
was replaced in 2014 by the Law of Ukraine “On
Prevention of Corruption” [2].

Therefore, we have reason to state that the
system of compliance control in Ukraine also has a
certain regulatory legal basis. However, the
emergence of new types of risks and the
transformation of existing ones require further
research into the methodological aspects of its
formation.

The purpose of the article is to consider the
methodological aspects of managing companies’
compliance risks.

Presenting the main material

The concept of “compliance” in the economy

came into use with the adoption of the “Foreign
Corrupt Practices Act” by the US Government in
May 1977. On the territory of Ukraine, its appearance
is connected with the adoption of Methodological
recommendations for improving corporate
governance in banks of Ukraine, approved by the
Resolution of NBU of March 28, 2007 , No. 98 [3],
where for the first time the legislative definition of
this concept as a risk of legal sanctions is met,
financial losses or loss of reputation as a result of
the Bank’s failure to comply with the requirements
of Ukrainian legislation, normative and regulations,
internal regulations and rules, as well as standards of
self-regulatory organizations applicable to its activities
[3].

However, such interpretation of this concept
is considered rather narrow, so that it does not allow
to fully understand its meaning, and therefore, to
form an effective management system. So, before
moving on to consider the methodological aspects
of the formation of the compliance control system,
let us consider the substantive component of this
concept.

The concept of “compliance risk”,
unfortunately, has not become widespread in the
scientific achievements of domestic researchers, and
therefore, the theoretical substantiation and
interpretation of its content is mainly based on the
etymology of the borrowed foreign (English) term
(Table 1).

An analysis of the definitions of the concept of
“compliance risk” shows that a unified approach to
the interpretation of its content has not been formed
until now. The fact is that the vast majority of

Table 1

Definitions of the term of “compliance-risk”

Author Substantive component
Compliance risk is the risk of legal sanctions, financial damages or loss of reputation as a
Resolution of NBU of | result of the Bank's failure to comply with the requirements of Ukrainian legislation,

28.03.2007, No. 98 [3]

normative and legal regulations, internal regulations and rules, as well as standards of self-
regulatory organizations applicable to its activities

Resolution of NBU of
11.06.2018 No. 64 [4]

Compliance risk — the likelihood of losses / sanctions, additional losses or failure to meet
planned income or loss of reputation due to non-compliance with legal requirements,
normative and legal regulations, market standards, fair competition rules, corporate ethics
rules, the occurrence of conflict of interest

Honcharova K.H.
(5, p. 27]
corporate ethics requirements

Compliance risk is the potential or real risk of regulatory sanctions, financial damages,
reputational losses resulting from non-compliance with legal regulations, internal documents,
standards of fair competition, situations of conflict of interest and non-compliance with

Tsvihun T.V. [6]

or to zero result

Compliance risk is an objective and subjective category that reflects the likelihood of a certain
situation, which may occur in the course of action or making decision, and which may lead to
unanticipated negative consequences (loss of profit, loss of income), positive effects (benefits)

Shehda A.V. [7, p. 24]

Compliance risk in the economic sense involves losses, the likelihood of which is associated
with the presence of uncertainty (lack or inaccuracy of information), as well as the benefits
and profits that can only be obtained through risk-related actions
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scientists are inclined to understand the compliance
risks as losses due to non-compliance with the rules
of the law, the provisions of internal documents,
standards of fair competition. However, there are
also those who, contrary to them, emphasize that
compliance risks can lead not only to unforeseen
negative consequences (loss of profit, loss of income),
but also to positive consequences (benefits) or to
zero result.

Taking into account the results of the conducted
research on the interpretation of the concept of
“compliance risk”, we are convinced that compliance
risk should be considered as an economic category,
which in the conditions of uncertainty and conflict
reflects the peculiarities of perception of stakeholders
by economic relations, burdened with possible
threats.

At present, the following types of companies’
compliance risks are distinguished (Figure 1):

In particular, according to a survey of Ukrainian
organizations in the framework of the “World
Economic Crime and Fraud Survey 2018: the results
of a survey of Ukrainian organizations [8], conducted
by Pricewaterhouse Coopers (PwC), it has been
found that almost every other Ukrainian company
has suffered in recent years from economic crimes
and corporate fraud. At the same time, the vast
majority of them are frauds of employees of
companies — persons who indirectly took advantage
of the imperfection of the defence mechanisms of
companies or just someone”s negligence for the

purpose of secret financial fraud [8, p. 78].

With the introduction into practice of Ukrainian
Corporate Social Responsibility Companies
(hereinafter — CSR), the risks of incorrect choice of
the model and the toolkit for implementation of the
principles of corporate social relations, related to
the failure of the CSR methods to implement the
CSR principles, are becoming more common. With
the environmentalization of economy, attention is
also being drawn to the risks of harming the
environment and public health.

The contradiction between the private interests
of employees and their official or representative
powers is increasingly leading to conflicts of interest
— corruption risks, risks of misconduct, risks of
uncontrolled activity, risks of discretionary powers
of company employees, etc.

The imbalance of stakeholder requirements /
interests in turn creates commercial risks, risks related
to breach of contractual obligations of business
partners, risks of misuse of personal data, violation
of privacy and cookie policies, ways of user
interaction with web pages, etc.

Therefore, based on the above, the compliance
risks should be conditionally divided into: operational
(related to violation of internal regulations of the
entity that may lead to financial losses); legal (arising
as a result of non-compliance with the law and may
lead to penalties) and reputational (caused by the
publication of negative information about the business
entity, its management, staff, sharcholders in the

Types of Compliance Risks
& e RS
Corruption and Social Ecology and Health and Conflict of Misbalance of
fraud responsibility Environment safety interests stakeholder
conditions interests
\__________________________; _______________ 7
Fig. 1. Types of Compliance Risks of the Companies
Source: author’s vision
Table 2

Definitions of the concept of “Compliance Control System”

Author Substantive component

International

Compliance control system is a continuous process of supervising the compliance of structural

Compliance Association| units with internal regulations and external standards (both national and international) in order

[10]

to protect against compliance risks.

Mykhailenko O.V.

[11, p. 124] protection against threats.

Compliance control system is a set of mechanisms for identifying and analysing corruption-
threatening areas of activity, assessing and managing risks, and providing comprehensive

O. Kovalchuk
[12, p. 154]

Compliance Control System is a comprehensive compliance risk management system that
allows you to identify this type of risk and to systematically monitor it, while ensuring the
continuous operation of companies and reducing the level of non-financial loss exposures.

Ovsiuk N.V. [9, p. 664]

monitoring compliance risks.

Compliance control system is a system of control over compliance with international
requirements, established by domestic entities, procedures for identifying, assessing and
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Fig. 2. Functions of Compliance Control System

Source: author’s vision

media) [9, p. 666]. Each of these compliance risk
groups requires specific control tools and therefore
requires a compliance control system.

The system of compliance control has a
multidimensional character, and therefore, is
characterized by different approaches to the
interpretation of this concept (Table 2).

The data in Table 2 certify that the concept of
“Compliance Control System” is mainly interpreted
by process, system and performance approaches.
However, they are convinced that the substantive
component of any of the concepts should be
interpreted based on its functional purpose.

Therefore, the formation of the author’s
definition should be preceded by a study of the basic
functions and goals of the Compliance Control
System (Fig. 2):

The main purpose of the compliance control
system is to minimize the risks of companies to events
that can lead not only to financial losses but also to
loss of trust and reputation by supervisory and control
bodies, shareholders of investors, clients, etc. [9, p.
664].

Thus, based on the functions of the compliance
control system and its primary purpose, we conclude
that the compliance control system should be
understood as a system of compliance risk
management, which allows to identify the risks, to
carry out their systematic monitoring and evaluation,
while reducing the level of manifestation of threats
that are financial, legal and / or reputational losses
character.
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The implementation of a system of compliance
control is undoubtedly accompanied by certain costs.
Therefore, when making decision on its formation
and implementation, the issue of the compliance
price, the cornerstone in the calculation of which is
considered risk appetite, comes first [11, p.122].

It should be emphasized that the normative
fixing of the term “risk appetite” is provided only by
the Resolution of the NBU of June 11, 2018, No.
64 “On approval of the Regulation on the
organization of risk management system in banks of
Ukraine and banking groups”. Therefore, most
interpretations of the substantive component of this
concept are the author’s definitions of scientists, some
of which we can analyze according to the Table 3.

Analysing the definitions given in Table 3, we
conclude that the risk appetite is essentially the
maximum level of residual risk that a company can
take without threatening its existence, that is, in other
words, the risk appetite determines the area of risk
acceptable to the company (Figure 3):

It should be noted that the acceptable risk area
includes risk appetite and risk tolerance — an
additional amount of residual risk that a company is
prepared to take if risk mitigation measures are taken
[4]. Therefore, the risk appetite with the maximum
value of risk tolerance is the limit of risk — the
maximum level of residual risk that a company can
assume without threatening its existence. The zone
of unacceptable risk begins with the value of risk
(the level of losses), which exceeds the value of the
risk limit [15, p.128].

Thus, it seems that if the compliance price is
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Table 3

Definitions of the concept of “risk appetite”

Author Substantive component

risk appetite (propensity to risk) is the aggregate value for all types of risks and separately
Resolution of NBU of for each of the risks identified in advance and within the acceptable risk level for which the
June 11, 2018, No. 64 [4] | bank has decided on the feasibility / necessity of retaining them in order to achieve its

strategic goals and fulfilment business plan
gzgzilg;/li #XA risk appetite 1is an acceptable level of harm for a company that it can afford to achieve its
[13, p. 47] strategic goals

. risk appetite is the amount of risk that an enterprise can bear depending on the pace of its

Shyshkina O.V. ) . . o .
[14, p. 153] economic develgpment, ﬁnanc1a1 and operanon'fll capabilities, .stakeholder expectations of

profitability (existing and potential owners and investors, creditors, etc.)
Yudina S.V. risk appetite is the amount of residual risk that a company is willing or willing to take
[15, p. 128] without measures to minimize the risk
Mykhailenko O.V.[11, |risk appetite is the level of risk that an organization can take on its own content to achieve its
p. 122] operational and financial goals
Verbytska LI. risk appetite is the level of damage that an enterprise can sustain without serious financial
[16, p. 288] consequences

Risk limit
A 4
Risk appetite Tolerarce fornsk
I 7
e e o
Accepiable Risk Zone Unacceptable Risk Zone

Fig. 3. Areas of acceptable and unacceptable compliance risk

Source: author’s vision

higher than the losses from the compliance risks,
then the implementation of the compliance control
system is inappropriate. However, it should be noted
that compliance risk losses can be measured both
quantitatively and qualitatively, since compliance
risks can be financial as well as legal or reputational.
Therefore, to say unequivocally that if the compliance
price exceeds the losses from the compliance risks,
the introduction of a compliance control system by
the company is inappropriate, we consider incorrect,
since reputational losses are sometimes more
vulnerable to companies than financial ones.
Therefore, the decisions regarding the
implementation of compliance systems by companies
should be sufficiently well-considered.

We have proposed a Road map for the
formation and implementation of the compliance
control system in order to make decisions regarding
the formation and implementation of the compliance
control system (Fig. 4).

The formation of a compliance control system
must begin with the definition of criteria for
recognition of compliance risks and their
identification, which will allow to establish the degree
of vulnerability of their business and to carry out
their prioritization.

The next step in developing a compliance
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system should be to choose a compliance risk
management strategy and goal setting, to determine
the feasibility of creating a separate compliance unit
and / or to delegate responsibilities to certain officials.
The completion of this step should be to select a
team of compliance control experts.

The next step in the development of a
compliance control system should be to develop an
Anti-Corruption Program, Anti-Corruption
Standards, Code of Ethics and Business Conduct,
internal rules and regulations and make them
available to the ERM for the sake of search
availability and to keep employees informed of
changes or innovations.

Please note that the Anti-Corruption Program
must be designed in accordance with international
best practices and corporate fraud risk management
standards, in accordance with the provisions of ISO
37001: 2018 “Anti-Corruption Management Systems,
Requirements and Guidelines for the Application”
[17], anti-corruption legislation and international acts
to combat extraterritorial corruption (in particular,
FCPA and UKBA). In addition, the
recommendations of Transparency International and
the World Economic Forum must be taken into
account when developing the Anti-Corruption
Program and the Anti-Corruption Standards.
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Development of Anti-Cormuption Program, Anti-Corruption Standards, Code of
Ethics and Business Conduct. intemal rules and regulations and make them
available to the ERM for search availability and timely notification of changes or
mnovations that will reduce the burden of compliance nsk tracking in business
processes. Appointment of a compliance officer.

policies and procedures to support the successful
implementation of the Anti-Corruption Program and other provisions regarding
audits of courterparties, gifts, entertamment, donations and other cormuption-

Identification of msiders, insider information and insider activity as a type of

Regulations
—————————————————— 1 X 3
Definition of Compliance  + Defining compliance

Policy 1
1
! sensitive areas

__________________ 2
Identifying insiders and

insider information

Determination of the area
of acceptable compliance
nsk (risk appetite)

criminal activity in the dissemination and use of insider information, the exercise
of which can have a significant impact on the price of one or more financial
mmstruments or the pricing process in organized markets. Setting the compliance
officer with the high. medium and low comuption nisk of entering into agreements
with counterparties.

Selection and validation of nsk assessmert model and tools. Determining the
Compliance Risk Profile - Areas of Acceptable Compliance Risk (Limits of Risk
Appetite and Risk Tolerance). Establishment of cntena for identification of
sanction risk of business partners. Choosing an automated screening system.

Determination of the
levels of intemal control
and forrmlation of a

Determination of intemal control levels. Formulation of a Violation Notification
Policy - the procedure for notifying a compliance officer of compliance violations,

policy for reporting abuse
Creation of a reliable -
information system for 1
I
|

their documentation and further investigation.

Creation of a reliable information system for effective nsk management and
reporting, which will provide aggregation of company nsk data. prompt and
reliable measurement of risks in both normal and stressful situations.

Fig. 4. Road map for the formation of a compliance control system

Source: author’s vision

In order to implement the Anti-Corruption
Program, it is advisable to determine a compliance
officer — a person responsible for the implementation
of the program, whose legal status is determined by
the Law of Ukraine “On Prevention of Corruption”
of 14.10.2014, Ne1700-VII [2]. The task of the
compliance officer should be to assist the risk owners,
that is to say, to the company and structural managers
in identifying the compliance risks, developing a plan
of measures to reduce them, implementing internal
controls, and so on.

The next step in the development of a
compliance control system is to identify the stage of
determining compliance policies and procedures
aimed at supporting the successful implementation
of the Anti-Corruption Program and other provisions
regarding audits of counterparties, gifts,
entertainment, donations and other areas sensitive
to corruption. Regarding counterparty audits, it is
advisable to set the compliance officer with the high,
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medium, and low corruption risk limits, since, under
current legislation, the prevention of corruption,
cooperation with counterparties, or public
organizations to which the compliance officer is
awarded a high level, is generally recognized.
Agreements with counterparties that have been
assigned medium corruption risk can only be
concluded with compliance of recommendations of
the compliance service to minimize the risk.
Further steps to develop a compliance control
system should be directed toward establishing the
criteria for insider recognition and insider
information. Insiders are all employees of the
company who have access to insider information,
including members of the board of directors and the
board, as well as shareholders, auditors and even
journalists involved in the disclosure of information.
It should be recalled that insider information
according to Article 44 of the Law of Ukraine “On
Securities and Stock Exchange” dated 23.02.2006,
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No. 3480-1V should be understood as unpublished
information about the issuer, its securities and
derivatives, which are in circulation on the stock
exchange, or transactions with them, if the disclosure
of such information can significantly affect the value
of securities and derivatives [18].

Separation of recognition of insiders and insider
information in a separate stage of formation of the
system of compliance control is substantiated by the
influence of insider activity as a type of criminal
activity in the sphere of dissemination and use of
insider information, preparation and implementation
of which can have a significant impact on the price
of one or multiple financial instruments or pricing
in organized markets.

Equally significant in the design of the
compliance control system is the next stage at which
the boundaries of the acceptable compliance risk
zone should be determined, namely the limits of the
acceptable level of risk appetite and the limits of the
acceptable level of tolerance to risk, and limits (limit)
to significant risks quantifiable measurement, within
the approved risk appetite, are also set. It should be
recalled that the acceptable level of risk appetite is
the maximum amount of risk that a company is able
to take on all types of risks, given its ability and
capacity to adequately and effectively manage risks.
It is advisable to determine the boundaries of the
acceptable compliance risk zone with the frequency
of their review in case of changes in market conditions
or strategy of the company. Attention should also be
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paid to the process of escalation of violations of risk
limits — the procedure of bringing a problem to
discussion at a higher level of management of the
company with the inability to solve it at the current
level.

At this stage, it is also necessary to select an
automated screening system that will compare the
company’s counterparty database with the database
of an external specialized provider that aggregates
the sanction lists of all countries and organizations.

The next step in the formation of the
compliance control system should be to determine
the levels of internal control, as well as to formulate
a policy of notification about the violation — the
order of a notification of a compliance officer about
breach of compliance. Employees of companies, as
well as any third parties, should be able, including
anonymously, to report violations of the company’s
Anti-Corruption Program, the Code of Ethics and
Business Conduct, etc. In addition, the procedure
for documenting and further investigating these
violations should be determined at this stage.

The final step in the development of a
compliance control system is the creation of a reliable
information system for effective risk management
and reporting, which will ensure the aggregation of
company risk data, prompt and accurate risk
measurement in both normal and stressful situations.

The model of the compliance control system
thus formed should include the following levels of
control (Fig. 5).
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The first line of defence is operational
management, which is responsible for assessing,
regulating and minimizing risks, and for ensuring an
effective internal control system.

The second line of defence is the units that
provide and monitor the implementation of effective
risk management practices, compliance with laws
and administrative rules / regulations and fraud
investigations, as well as the compliance officer.

Third line of defence: an internal audit
department that, based on a risk-oriented approach,
gives a conclusion about the accuracy of risk
assessment for top managers, the effectiveness of
risk management, including performance evaluation
of the first and second line of defence; Department
of Occupational Safety, Fire and Environmental
Protection, external regulators (independent external
audit, national and international regulators).

Thus, the system of compliance control will
allow companies to avoid excessive financial losses
due to the implementation of compliance risks,
effectively manage the identified compliance risks
in order to prevent or optimize them, to strengthen
the corporate culture of the company and improve
its image.

Conclusions

Thus, according to the results of the study:

— firstly, the diversity of interpretation of the
concept of “compliance risk” is unified, and the
scientific thesaurus is supplemented by the author’s
definition by functional approach, according to which
the compliance category should be understood as
an economic category, which in terms of uncertainty
and conflict, reflects the peculiarities of stakeholders’
perceptions of economic relations, burdened by
possible threats and unused opportunities;

— secondly, the feasibility of introducing a
system of compliance control is substantiated and
proposed for making decision on its formation and
implementation of a Road map for the formation
and implementation of a system of compliance
control;

— thirdly, a model of company compliance
system is recommended.

The implementation of the submitted proposals
and recommendations will ensure the effective
management of the companies’ compliance risks,
promote their bias and optimization.
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METOJOJOITYHI ACITEKTH YIIPABJTIHHS
KOMIUIA€HC-PU3UKAMU KOMITAHINU

Jeeuenxo H.M., Isanosa M.I.

Y emammi 3aznauerno, wo ounamivni 3miHu cyuacroeo 6izHec-
cepedoguuia ma QYHKUIOHY8AHHA KOMNAHIU 6 YM08AX Hegu3Haue-
Hocmi nopodacytloms make ckaadue seuuie, K pusuxu. Koncma-
Mo6aHo, wio Hapasi y 6aeamvox YKpaiHCbKUuXx KOMAAHIAX 3ACMOCO-
8YEMbCSA AUUe PPACMEHMAPHA CUCMEMA YNPABAIHHS PUSUKAMU, U0
He 0038015€ ONepamuBHo ix 8idcaioko8ysamu ma c80EHACHO GlCU-
eamu 3ax00u w000 ix ynepediceHHs u MiHimizayii. AKyeHmosaHo,
wo 3apy0ixcHi KOMRAHIT YCRIUWHO 3ACMOCO8YIOMb HOBY MOdeab Yn-
DAGAIHHA PUBUKAMU — CUCMEMY KOMNAAEHC-KOHMPOAIO, 0CO0AUBICMb
AKOI noasieae 8 MoOMy, w0 YNpaeainHsa pusukamu Habyeae ecebiuHo-
20 xapakmepy i KoopduHyemocs 6 pamxax eciei komnanii. Haeono-
weno Ha nompebi PopmMy6anHs KOMAAHIAMU CUCEMU KOMHAAEHC-
KOHMPONIO, CNPIMOBAHOI HA YNEPeONCeHHs Ma/ 4 MIHIMI3Ayio KoM-
naaenc-pusukie. Iliokpecaeno eiocymuicmes €0uHUX nioxodie 00

110 ISSN 2415-3974.

MPAKMYBaHHs NOHAMMSA <«KOMNAAEHC-PU3UK». YHiikosano po3-
maimms mpaKmyeants NOHAMMA «<KOMAAAEHC-PUBUK» MA 00N0G-
HEeHO HAYKOBUL me3aypyc asmopcbKum 6U3HAYEHHAM 34 (DYHKUi-
OHANBHUM NIOX000M, 3a AKUM Ni0 KOMUAQEHC-PUBUKOM CAI0 pO3Y-
Mimu eKOHOMIYHY Kame2opito, AKaA 8 YM0OBAX HeGU3HAYeHoCcmi ma
KOH@aikmHocmi 8i000paxcae 0cooausocmi CRPUUHIMMS CMelKxon-
depamu eKOHOMIYHUX 8IOHOCUH, OOMANCEHUX MONCAUBUMU 3A2P03a-
MU | HeBUKOPUCMAHUMU Modcaugocmamu. Poseasanymo eudu Kom-
NAQEHC-PUBUKIG KOMNAHIU Ma KOPOMKO 0XapaKmepu308aHo ix 6niue
Ha pesysbmamugHicmy digavHocmi KomnaHiu. O6IpyHmMoeaHo
doyinbHicmb 3anpo8aodlCceHHss KOMNAHIAMU CUCMeMU KOMNAAEHC-
KOHmMpOA0 ma 3anpononosano JopoicHio kapmy ghopmyeanus ma
3anpo6aoddceHHs cucmemu KomnaaeHc-Kkonmpoaro. Oxapakmepuso-
8AHO KOJICEH 3 emanie hopMy6eanHs ma 3anpoeaoriceHHs KOMNAaHi-
AMU cucmeMu KOMIAAEHC-Kormpoato Pexomendosano modens cuc-
memu KOMRAGEHC-KOHMPOAo Komnanii. Jlogedeno, ujo 3anposa-
0XceHHs: NOOaHUX NPONO3UYill ma pekomeHoayil 3a6e3nevums egex-
mueme ynpaeninHsa KOMNAAEHC-PUUKAMU KOMNAHII, chpusmume ix
YHepeodceHHI0 ma onmumizayii.

Kimouosi caoBa: iHcaiinep, iHcaiinepcbka iHdbopmaliis,
iHcalimepchka MisUTbHICTh, KOMIUIAEHC-PU3UKU, KOMITTIA€HC-
KOHTPOJIb, KOMIUTAEHC-CUCTEMa, KOMITJIAEHC-1TiHa, TIPOMiIb.

METOJOJOIMYECKHNE ACITEKTbI YIIPABJIEHUA
KOMIUIAEHC-PUCKAMUI KOMITAHUM

Jeeuenxo H.M., Heanoea M.H.

B cmamve nooduepxnymo, umo OuHamuueckue uzmeHeHus
cospemeHHOU Ou3Hec-cpedsl U (DYHK-UUOHUPOBAHUS KOMNAHUU 6
YCA0BUSX HEONPeOeAeHHOCIU NOPOANCOaiom makKoe CA0MNCHOe sene-
Hue, Kak pucku. Koncmamupoeano, ymo 60 MHOUX YKPAUHCKUX
KOMRAHUSX NPUMEHAEMCS AUlUb (pacMeHMAapHas cucmema ynpag-
JeHUsI PUCKAMU, YMO He NO360A5eM ONePAmUEHO UX OMCAeHCUBAMD
U C80eBPEMEHHO NPUHUMAMb Mepbl N0 UX NPedybedcOeHUI0 Ual Mu-
Humuzayuu. AKUeHmMupoeano, ymo 3apyoeixicHvie KOMRAHUY Ycneul-
HO NPUMEHSIIOM HO8YI0 MOOeAb YNPAGAEHUS PUCKAMU — CUCHEM)
KOMNAQEHC-KOHMPOsl, 0COOEHHOCMb KOMOPOU COCMOUM 6 MOM, YMo
YynpaeaeHue puckamu npuoopemaem 6cecmopoHHUll Xapakmep u
Koopounupyemcs 6 pamkax ecetl komnaruu. Iloouepknyma Heobxo-
dumocmyv PopMUPOBaHUsi KOMAAHUSIMU CUCEMbl KOMIAQEHC-KOH-
MpoAsi, HANPAGAEHHOU Ha npedomepaujerue u/Uau MUHUMU3AUUIO
Komnaaenc-puckos. OmmeueHo omcymcemeue eOUHbIX no0x0008 K
MpaKmoeke NOHAMUS <KOMAAAEHC-PUCK» . YHuuyuposaro pasmo-
obpasue mMpaKmoeKu NOHAMUS <KOMNAAEHC-DUCK» U OONOAHEHA
HaYYHbIIL me3aypyc asmopcKuM onpedeseHuem no GYHKYUOHAAbHO-
My n00X00Y, C02AACHO KOMPOMY NO0 KOMHAACHC-DUCKOM caedyem
NOHUMAMb IKOHOMUYECKYI0 KAMe20pur, KOMopas 8 YCA08USIX HeO-
npedeseHHOCMU U KOHOAUKMHOCIU OMPadcaem 0CcOOeHHOCMU 60C-
npusmMuUs cmeukxoa0epamu SKOHOMU4eCKUX OmHouleHuil, oopeme-
HEHHBIX 603MOJCHBIMU YePO3aMU U HEUCHOAb308AHHBIMU B03MONCHO-
cmamu. Paccmompernt 6udbi KOMRAGEHC-PUCKO8 KOMIAHU U KPAMKO
0XAPAKMePU306aHO UX 6AUAHUE HA Pe3YAbMAMUEHOCIb Oesimeb-
Hocmu Komnanutl. O6OCHOBAHA Ueaeco0OPasHOCMb 6HeOPeHUS KOM-
NAHUAMU CUCHEMbl KOMNAAEHC-KOHMPOAs U npednoxceHa Jloporc-
Has Kkapma GopmMupoearus u HeopeHUsi CUCIEMbl KOMNAAEHC-KOH-
mpoas. Oxapakmepu3o8an Kaxcoblil U3 3manos Gopmuposanus u
6HeOpeHUsI KOMNAHUAMU cucmeMbl Komnaaenc-koumpoas. Ilpedno-
JHceHa modens cucmemol KOMIAAEHC-KOHMpoas Komnanuu. O60cHO-
6GHO, YMO NPUMEHeHUe NPe0oCMABAeHHbIX NPEON0NCEHUL U PeKO-
MeHOayuil no obecneueHur Ip@eKkmueHoe0 ynpasieHus KOMHONAA-
EHC-PUCKAMU KOMNAHUlL, 6ydem cnocodbcmeosams ux npedynpeic-
OeHur u onmuMuU3ayuL.

KimroueBble ciioBa: nHcaiinep, nHcaiinepckast ”HGopManus,
WHCcaiepcKasi AesITeIbHOCTb, KOMILTAeHC-PUCKH, KOMITJIAa€HC-
KOHTPOJIb, KOMIUIa€HC-CUCTEMA, KOMIUIaeHC-1IeHa, MPodib.
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The article points out that the dynamic changes of the modern
business environment and the functioning of companies under
uncertainty create such a complex phenomenon as risks. It is noted
that many Ukrainian companies currently use only a fragmented
risk management system, which does not allow them to be promptly
monitored and to take measures to prevent or minimize them in a
timely manner. It is emphasized that foreign companies are successfully
applying a new model of risk management — a system of compliance
control, the peculiarity of which is that risk management is
comprehensive and coordinated throughout the company. The need
for companies to create a system of compliance control aimed at bias
and / or minimization compliance risks is emphasized. The absence
of common approaches to the interpretation of the concept of

“compliance risk” is emphasized. The diversity of interpretation of
the concept of “compliance risk” is unified and scientific thesaurus
is supplemented by the author’s definition of a functional approach,
by which a compliance category should be understood as an economic
category, which, in the context of uncertainty and conflict, reflects
the peculiarities of perceptions of stakeholders of economic relations,
burdened with possible threats and unused opportunities. The types
of companies’ compliance risks are considered and their impact on
the performance of the companies is briefly described. The feasibility
of introducing a system of compliance control is substantiated and
proposed for decision making on its formation and implementation of
Roadmap of a compliance control system. Each of the stages of
formation and implementation by the companies of the compliance
control system is described. The model of the system of compliance
control of the company is recommended. It is proved that the
implementation of the submitted proposals and recommendations will
ensure the effective management of the company’s compliance risks,
promote their bias and optimization.

Keywords: insider, insider information, insider activity,
compliance risks, compliance control, compliance system, com-
pliance price, compliance risk profile, risk appetite, border of
risk appetite, compliance service.
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